Erstellung des Forschungsdesigns

|  |  |  |  |
| --- | --- | --- | --- |
|  | Thema/Forschungsfeld | Forschungsidee | Forschungsfrage |
| Definition | Gegenstand, mit dem sich die For- schung beschäftigt (Gegenstand der Forschung), bzw. der Bereich, in dem Wissenschaftler mit- einander in Diskurs treten (Forschungsfeld) | In den seltensten Fällen kann ein Thema vollumfänglich bearbeitet werden. Deshalb wird ein Schwerpunkt innerhalb des Themas gesetzt | Die Frage(n), die an den Schwerpunkt innerhalb des Themas herangetragen werden. Sie definieren das exakte Erkenntnisinteresse |
| Konkretisierung | Gering | Mittel | Hoch |
| Bachelorarbeit | DevOps: Automatisiertes Deployment in einer Container-Umgebung | Effekte einer Container-Umgebung auf den Prozess des automatisierten Deployments | 1. Wie können Container-Anwendungen den Prozess des automatisierten Deployments unterstützen? 2. Welche wirtschaftlichen Vorteile hat der Einsatz von Container auf den Prozess des automatisierten Deployments? 3. Welche besonderen sicherheitstechnischen Aspekte muss ein solcher Prozess im Bereich der Versicherung erfüllen? 4. (optional) Continuous Integration und Continuous Delivery |

1. Einleitung
   1. Motivation
   2. Problemstellung/-abgrenzung
   3. Zielstellung der Arbeit (SMARTe Ziele definieren)
   4. Forschungsfragen/-design
   5. Einordnung der Abteilung in den Geschäftsprozess
   6. Aufbau der Arbeit
2. Wie können Container-Anwendungen den Prozess des automatisierten Deployments unterstützen?
   1. Grundlagen zur Forschungsfrage eins
      1. Anforderungsanalyse
      2. Cloud Computing
      3. Container
         1. ~~Definition~~
         2. ~~Grundgedanken~~
         3. ~~Architektur~~
         4. ~~Docker als Anbieter~~
      4. ~~Deployment~~
   2. Ist-Analyse des jetzigen Deploymentprozesses
      1. Prozessanalyse des aktuellen Prozesses
      2. Identifizierung der Technologie-Wertkette (?)
      3. Identifizierung der aktuellen Probleme im Deployment 🡪 Fragebogen?
      4. Anforderungen der Entwicklungsabteilungen an den Deploymentprozess
   3. Konzeption eines container-basierten, automatisierten Deployments
      1. Methodologie (🡪 Wie bin vorgegangen?)
      2. Prozessmodellierung
      3. Schnittstellenmodellierung
      4. Container-Modellierung (🡪 yaml-file)
   4. Ergebnis
3. Welche wirtschaftlichen Vorteile hat der Einsatz von Container auf den Prozess des automatisierten Deployments?
   1. Grundlagen zur Forschungsfrage zwei
      1. ~~Prozessanalyse (=> definieren einer eigenen Methodik, angelehnt an Produktionsprozessanalysen)~~
      2. Geschäftsprozessanalyse
      3. Business Case (Buch: der IT-Business Case + PMI)
   2. Business Case: Deployment einer Container-Anwendung
      1. Initialisierungsphase
      2. Entwicklungsphase
      3. Prüfungsphase
   3. Ergebnis der Forschungsfrage zwei
4. Welche besonderen sicherheitstechnischen Aspekte muss ein solcher Prozess im Bereich der Versicherung erfüllen?
   1. Warum ist Sicherheit wichtig? (🡪 Kein eigenes Kapitel, sondern mehr als Einleitung dieser Forschungsfrage 🡪 siehe BSI IT-Grundschutz S.15
   2. Anforderungen an den Betrieb einer Anwendung (🡪 Anforderungskatalog)
      1. IT-Grundschutz BSI
      2. Bafin: VAIT
      3. IT-Sicherheit: Grundnorm ISO 27001 (🡪 alles andere als die BaFin)
   3. Wie wird bei der Beschaffung von "open source"-/"closed source"-Software in der SV Informatik sichergestellt, dass dadurch keine Schwachstellen in der Anwendungslandschaft (AWL) entstehen?
   4. Mögliches Konzept zur Implementierung der Sicherheitsanforderungen
      1. Rückschlüsse auf die OpenShift-Umgebung bzw. auf die Container-Anwendungen
   5. Ergebnis
      1. Zusammenfassung der Anforderungen
      2. Betrachtung des Deployment-Prozesses unter Berücksichtigung der Sicherheitsanforderungen
5. kritische Betrachtung
   1. Zusammenfassung: Ergebnisse der Forschungsfragen
   2. Fazit
      1. Sind die SMARTen Ziele eingehalten worden?
   3. Ausblick
6. Literaturverzeichnis
7. Anhang
   1. Anforderungskatalog als Tabelle

Die Forschungsidee meiner Bachelorarbeit ist gleichzeitig der Titel dieser: „Effekte einer Container-Umgebung auf den Prozess des automatisierten Deployments“. In dieser Arbeit soll eine mehrstufige Forschungsfrage bearbeitet werden, die sich mit den wirtschaftlichen Vorteilen, dem Nutzen und mit den besonderen, sicherheitsrelevanten Aspekten in Bezug auf die rechtlichen Bestimmungen, die von der Bundesanstalt für Finanzdienstleistungsaufsicht bestimmt werden, beschäftigt. Die Forschungsfragen sind:

1. Wie können Container-Anwendungen den Prozess des automatisierten Deployments unterstützen?
2. Welche wirtschaftlichen Vorteile hat der Einsatz von Container auf den Prozess des automatisierten Deployments?
3. Welche besonderen sicherheitstechnischen Aspekte muss ein solcher Prozess im Bereich der Versicherung erfüllen?
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